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BLUE RIBBON DEFENSE PANEL REPORT ON
NATIONAL COMMAKD AND CONTROL
AND DEFENSE INTELLIGENCE

EXECUTIVE SUMMARY

This summary provides a brief review of the report of the
Bluc Ribbon Defense Panel resulting from its examination of
National Command and Control capab111ty and the Defense Intel-
tigence Community.

With regard to_Natiopal Command and Control capability,
we find that:

- The vulnerability of the present National “ilitary
- Cowmand System (NMCS) to nuclear attack is a dangerously weak
e]ement‘in the U.S. strategic deterrence posture.

- The capability of the National Military Command
System is being reduced, apparently for budgeiary ressons.
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roquireinent Tor a viable, survivable command bybLLm

- Provisions for the -continuity of political authority
~and for the assurance of authorized retaliatory decisions in the
event of nuclear attack are inadequate.

- The National Military Command System cannot provide
the information that is assumed to be required by the National
Command Authorities iin t1me for a rapid decision regarding

"retaliation. :

- The vulnerability of Ballistic Missiles to weapon
effects during attack will apparently require that launches
be staggered and-spread over time. This will complicate the
command and control problem and could change the effectiveness
of the retaliatory forces. . It is not clear that the 1mp]1cat10ns
of th1s have been sufficiently explored. -

L

DIA, JCS, OSD reviews completed | ‘
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- The forthcoming deployment of Anti-Ballistic Missile
(ABM) defenses will create a major problem in effecting coordina-
tion between ABM firings and strategic missile launches. The
strategy - and tactics of a nuclear exchange which involves ABMs
have not been adequately developed. Closer coordination is
required than can reasonably be expected between two separate
commands. . .

We do not see any quick, simple or inexpensive solutions
to any of these problems. We do, however, recommend that:

i

1. The capability of the present National Military
Command System shou1d not be further reduced until a better
understanding is achieved of the effects of such reductiens on
the U.S. deterrent posture and the capability to launch retaliatory
forces as well as the credibility of such capability. The Secre-
tary of Defense should direct, as a matter of urgency, a compre-
~hensive and objective analysis of the requirements for the
Nat10na1 Military Command System in the next decade. The
analysis should address the continuity of political authority,
as well as the facilities, equipment and concept of operations
needed to provide maximum support to the National Command
Authorities and to provide the greatest possible assurance
of positive command and control of U.S. and allied forces for
genera] war, as well as Timited war, crisis situations and day—
Ctu-day vperatives.  An objective o7 the analysis shouid b oo
achieve the best immediate posture with available equipment and
procedures and to provide guidance for research and development
toward a more capable system. In this latter regard, the analysis
-shpu1d include a consideration of operational concepts which might
arise after SALT agreements, or in the absence of SALT agreements,
and should take fully into account the advancing techno]ogy of
warning systems and of weapons. delivery systems.

2. A Strate ic Command be created, composed of the
existing Strategic Rir command, the Joint Strategic Target
Planning Staff, the Cont1nenta1 Air Defense Command and Fleet
Ballistic M1ss11e Operations. .

With. rega rd to 1nte111_gence1 we find that

The intelligence effort of the Department of Defense
is a part of a coordinated national effort, and represents :
roughly 85 percent of the national intelligence resources. How-
ever, responsibiiity for the management of Defense intelligence
is fragmented between many elTements of the Department and is

_ncither well coordimated nor adequate]y d1rected toward 1 satisfying
~pbroven consumer needs.: 4 A , .
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- There does not appear to be an effective mechanism
for potential users of intelligence, either at National level
or internal To The Dopartment of Defense, To express their neceds/.
The Defaise intelligence community appears to function Targely
in response to requircments generated within the intelligence
community. ' '

JEPSRSE g

- There is no effective mechanism to effect a proper
balance in the allocation o6f ¥Fesouvces between the various intel-
“ Tigence functions. The present production resources can make
Usc of only a fraction of the information.that is collected.

- There is no effective mechanism for the allocation
of collection rosources To assure that needed information is
ToTlected in the wWost cconomical manner, consistent with the
urgency of the need.

- There is no_substantial effort or procedure to
evaluate the inteTligence process in the Defense intelligence
community. Tt is not possible, today, to obtain an objective
wssessment of the validity of the requirements which drive the
process, the efficiency and effectiveness of. the colliection
and production functions nor the value and utility of the sub-
stantive output.

_ - Personnel security investigations arve periovmey oy
the investigativé clements of the MiTitary Departments. Ine
regulations of each of the Military Departments make reference
to accepting the validity of previous investigations completed
by any agency of the Federal Government which meet the minimum
investigative requirements of that particular Department. For
all practical purposes, the Departments interpret this narrowly
and usually do not accept the investigations of another Depart-
ment as meeting their standards. -~~~ 7 T T ’

- Each Military Department has a large organization
devoted primarily to Mapping, Charting and Geodesy (MC&G)
activities. The Defense Intelligence Agency (DIA) attempts
to coordinate these activities to eliminate duplication and
set priorities for production. However, DIA coordinates
through the intelligence elements of the Departmental staffs,
and only the Air Force MC&G agency is within the purview of
the intelligence staff. The Army and Navy MC&G agencies are

not a part of the intelligence community.
. S e e B R a
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. - There is no substantial corps of professional intel-
_ligence officers in the Military Services, nor a professional
intelligence Caréer $E6FVicé™Tor ¢ivilians in the general Defense
mtelligence community.  The National Security Agency secured
special Tegislation which permits the employment of carcer
analysts with compensation equivalent to Grade 16, 17, and 18
Eeve?g. The Director also has the authority to assign and
reassign civilian personnel to the position and geographic loca-
tion where their talents can be best used..

- There are at present three major special systems
and many independent programs operating in the Department of
Defense to protect very sensitive intelligence information.
Each of the major systems is managed by a different organiza-
tion which jealously controls access to its information. This
independent contral makes 1t-very difficult t0 assure *hat
balanced judgment is applied between the need for exploitation
and’the.need for protection, especially where sensitive infor-
mation is covered under. two or more of the special access areas.

Lhe Panel recommends that the Defense intelligence community
be restructured to provide a better management structure and to
assure the provision of intelligence, as required, to the President,
nthev consumers at the national level and to all levels ¢f the
Depariment from the Secrctary of Defense to operating units in
the *ield. The new intelligence structure should: '

1. Function in response to consumer requirements for
intelligence and provide timely and quality products, responsive
to those requirements, with a proper balance between collection,
processing, and production activities. S T

2. Provide a clear chain of command from the President
and the Secretary of Defense to the collection and production units
that will assure the timely flow of intelligence information and
Minimize the injection of bias arising from Service affiliations,
or operational Tocation. T ' T

3. Provide for a single individual in the Officec of
thé Secretary of Defense who 1is the clearly designated representa-

TIVEe 01 the Sécretary of Defense to other Departments and Agencics
of Government for intelligence matters and who is responsible to
coordinate or direct all intelligence. activities within the

B,,e,p a rt,me n t . vy e g el . _..,,‘“; S s O
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4, Provide flexibility for timely development and
distribution of limited, costly resources, both trained per-
sonncl and equipments, to meet changing priorities.

5. Provide the proper environment to develop an -
etfective and efficient professional 1nte111gence career service
for both military and civilian personnel.

Specifically, it is recommended that the Secfetary of
- Pefensc. . ~ I
R ———

1. Designate the Deputy Secretary for Operations to
be his agent for all matters relating to intelligence, to
include the authority to designate those act1v1t1es to be con-
s1dered intelligence activities.

2. Establish under the Deputy Secretary for Operations
an Assistant Secretary of Defense for Intelligence (ASD(I1)),
with the additional. titie of Director of Defense Intelligence
{DDI). The ASD(I1)/DDI would be delegated the responsibility to
represent the Secretary of Defense with other Departments and
Agencies of Government for intelligence matters and to coordinate
or direct all DOD 1nte111gence activities, 1nc1ud1ng “national
“programs which are managed in the Departmént, in accordance
with existing law and applicable National Security Council and
ﬂ-lmn:--f-nv- n‘-F Cnrn‘-wa'] Intn]'\‘lgenr‘m DTY‘PCtT‘.’CS- I\rqcnn h-zc ennr--n-F'lc
responsibi]ities, the ASD(I )/DD; would:

' a. Serve as the Defense representative on the
United States Intelligence Board, and appoint, with approval of

the Deputly Secretary tor Operations, representatives to other
government-wide intelligence committees and boards.

b. Direct and control all DOD intelligence

activities not specifically designated by the Deputy Secretary
for Operations as organic to combatant forces., _

c. Have the authority to delegate operation_of
any of these activities which he deems necessary to assure
MeXximum exp1oitat1on16T DOD resources.

d. Rev1ew all proposed intelligence programs,
monitor and evalua®e all on-going intelligence activities and
make recommendations to the Deputy Secretary for Operatlons
with regard to allocation of"resources R
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e. Lstablish procedures to review and validate
reguiremnents for intelligence production and collection and
evaluate the product against the requirement.,

. f. Establish procedures for and periodically
conduct a systematic evaluation of the intelligence process.
in the Defense intelligence community. This evaluat on should
include an assessment of the utility of the intelligence pro-
ducts provided to consumers outside the Defense intelligence
community.

g. Review and consolidate requirements for research
and development in support of intelligence activities.

h. Develop policies and procedures to insure the
protection of intelligence and of intelligence sources and methods
Trom unauthovizZed discTosure. This will include the establish-
ment and control of special access systems for sensitive programs
not already covered by systems initiated by higher authkority. He
will insure that balanced judgment is applied between the need
for exploitation and the need for protection, particularly recog-
nizing that the balance of this relationship shifts through the
pPhases of intelligence operations: identifying requirements and
concept formulation; development, procurement and implementation;
collection; processing; production; and dissemination.,

3. Cstablish under the ASD(I)/DDI:

. a. A Defense Security Command (DSECC) to be
composed of the prESENt SErVICE LTVPLToToqTC gencies and all

S othey Defense intelTigence Collection activities except for
thosT Wit ave been specivicarTy désigndted by the Deputy
Secretary for Operations as organic to combatant forces. The

. I3 .

DSECC should perform those processing activities which are most

efficiently associated With collection facilities. Among his
SpectTitT respomsTTTities, the Commander, DSECC would, under
the direction of the DDI:

: (1) Command all_those designated Defence
intclligence collection and associated processing and reporting
activities, with authority to delegate administrative management
or operational control as he deems necessary. - .

: - (2) Serve as Director, National Security -
Agency . | | = SEREEEAN B RAL AL

.

. 6 - _
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. (3) Insure the most judicious use of common
staff clements between his DSECC and NSA.

. ) (4)'Insuro the fimeTy dissemination of intel-"
ligence information to all appropriate Departments, Agencies,
Commands or operating units.

(5) Prepare the Defense Security Program for

- those activities for which he is responsible, and review and

- coordinate the programs of intelligence collection activities
organic to the combatant forces to insure maximum .exploitation

of resources.

b. A Defense Intelligence Production Agency (DIPA),
to replace the Defense Intelligence Agency, whose Director would

Toresponsible for DéTense InteTligence production except for
those production activities specifically. assigned to the combatant
TOvCes By the"Deputy Secretary for Operations. Among his specifit
responsibilities, the Director, DIPA would:

(1) Direct those intelligence production
activities which have been placed under his purview, with the
authority to delegate administrative management or operational
control as he deems necessary, : :

- (2) Provide current intelligence to desianated
individuals and organizations. T ) :

] (3) Provide threat assessments for all elements
of DOD, as required. ' :

(4) Provide finished intelligence to appro-
priate elements of the Department in response to expressed needs.

(S)bfrovidé all DOD intelligence estimates
and inputs to national estimates as directed by the DDI.

(6) Manage all Defense intelligence producticn
information systems, -including those of ‘the intelligence activities
organic to the combatant forces, to insure inter-operability and
optimized intelligence flow to and from all echelons of DOD.

(7) Prepare the Defense Intelligence Program
for those activities under his direction, and review and coordinate
the programs of intelligence production activities organic to com-
batant forces to insure maximum exploitation of resources.

. o7 .
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4. Expand the responsibilities of the National Sccurity
Agency to include The proccssing, data bdsc maithtenance and
Feporting o1 all inteliigence information as directed by the DDI.

‘ 5. Establish within the DSECC a unified Defense Investi-
gative Service responsible for all personncl security investiga-

Tions Within the DOD and its contractors.

6. Combine the Army Topographic Command, the Naval
Oceanographic Office and the Aeronatuical Chart and Information
Center into a unified Defense Map Service reporting to the Secre- |

tary of Defensc through the Deputy Secrefary of Defense (Manage-
ment of Resources). T :

7. Take the actions necessary (a) to extend to the
entire Defense intelligence community the authority that the
National Security Agency presently has to develop a professional
career service, and (b) to establish an inteTTigence career
service tor mititary officers.

o
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- Annex A - BRDP ldentified Deficiencies

The Bluc Ribbon Pancl has identified certain deficiencies in

the inteclligence community and summarized these in the Executive
Summary of the Report, These are:

1. There does not appear to be ah effective mechanism for
potcntia} users of intelligence to express their needs.

2. There is no effective mechanism to effect a proper
balance in the allocation of resources.

3. There is no effective mechanism for the allocation of
collection resources.

4. There is no substantial effort or procedure to evaluate
the intelligence process,

5. There is no effective g:ontro; of the various military
department security investigation procedures. A '

6. _There is no effe;:tive coordination of the mapping,
charting and geodesy activities of the military departments.

7. There is no substartial corps of professional intelligence
oificers in the military Services nor is there a professional intelligence
career service for civilians.

8. There is no balanced judgment applied in the national

programs between the need for exploitation and the need for security

.protection,
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Within the Intelligence Annex to the Report there is even more
damaging language used to describe deficiencies found than the
generaliz.ations in the paragraph above, Specifically, the Annex
indicates that:

1. There is little or no coordination among Defense
representatives and observers on the USIB and they often appear to be
working at cross purposes. '

2, The valuc;: of :;he intelligence estimating process is
often destroyed iﬂ the coordination/»revision cycle as watered down
compromises aré accepted,

3. Support money for approved intelligence programs,
once allotted to the Services, may or may not be used for the purpose
allotted,

4. It is not possible to make valid judgments on the
allocation of collection resources without considering the requirement
for the information and balancing this against the degree to which the
information collected fits this requirement.

5. The Services, to protect their irdividual capabilities,
attempt to incorporate electronic intelligence specialists in programs
outside the jurisdiction of the Director NSA,

6. The Defense Intelligence Agency has too many jobs and
too many masters, | '

7. The Defense Intelligence Agen_cy supervision of

-intelligence collection and processing by the Services is largely. impotent.

Approved For Release 2003/08/18 : CIA-RDP79M00097A000100030006-3
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8. DIA'is unnﬁlg to develop a capability to perform its

assipned functlions, yet the military dopartments maintain the required

]
capability and do perform the functions,

9. The requirements process is slow, cumbersome an’d
unwieldy. : o | 2

lQ. There ;s no effective mechanism for the allocation of
collectxon resourées which is economical and cons1stent with the urgency
of the’ need.

11. DIA has no directive éut.hority over military intelligence

activities.
12, It is alleged that more intelligence is collected than can
tc precessed or used, IIUMINT adds nothing to the national capabaility,

' produ.ction analysts are incompetent, and the finished intelligence product
seldom reaches those who need it,

13. The national ;Sr'ogram managers utilize their 'national
designétiop"to avoid reportiﬁg to ASD(A); and the staffs are either‘ ignorant
of their responsibiiities'or dgliberétely mis‘lea_ding in their statements to
the BRDP.

14. Technical intelligence re.sources are neither identified
nor ir'eviewed.

15. The major compartmented systems jealo-usly guard

prerogatwes and there is no evidence that these have ever been reviewed

A-3
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. Annex B - Alternative #1

The ;sbjective of this alternative is to describe an organization
which adheres tc‘> the BRDP recommendations to the greatest extent
possible. To do so, the proposed orgahization would establish an ASD(I)
whose office would become the DoD center for intelligence with both
line and staff responsibilities. He would be the Director of Defense

Intelligence. These responsibilities would create a requirement for 2

. sizeable staff with line and staff functions. However, these positions

could be d;'awn from within the DoD intelligence community as a result
of restructuring actions. (This would probably be met with something
less than enthusia.sm).'

Under this alternative it is assumed that all Defense intelligence
activities are subordinate to an ASD(I) including national programs
currently managed elsewhere within the erartment of Defense. However,
there would be no immediate transfer of responsibility for the management
of organic:: theater 'i'ntelligence resm;.rces to the ASD(I). Decisions regarding
- these would not be undertaken pending gstablishment of the ASD(I) in order
that these decisions could be made with his approval.

l Two major organizations are directly subordinate to t‘he ASD(I).
The first is the Defense Security Command.(DSECC), charged with the
responsibility for all defense intelligence collection activity., The

second is the Defense Intelligence Production Agency (DIPA), responsible

for all defense intelligence production actiyity. Collection, processing

Approved For Release 20 gﬁl 79M00097A000100630006-.3
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and production curreontly being performed by DIA, NSA, the national

programs and the Services would be deline.atcd by ASD(I) and subordinated

to these two major activities. Tho Director, NSA would be double hatted,
also serving as the Commander, Defense Security Command, The Service

‘ cryptologic agencies would report to the Commander DSECC. The Director,
DIA would become Director Defense Intelligence Production Agency. Both
the Commander, DSECC, and Director, DIPA would have command and/oz;
0pera.tionai control of all subordinate organizations,

The ASD(I) would represent DoD on USIB and NIRB. He would
appoint representatives to the USIB committees from any subordinate DoD
intelligence organization on a ""best qualified' basis., These representatives
would be DoD representatives - not agency ;)1' Service representatives.

A single change has been made to BRDP recommendations in this
alternative. This involves the recommended establishment of a Defense
Investigative Service (DIS) as a subordina’;é element of the Defense Security
Command. Analysis of this proposal leads to the conclusion that (1) it is
desirable for the A‘SD(I).to have policy responsibility for ali aspects of security
and counte rintelligenée and (2) this activity is not wi‘thin the general functio.nal
area of collection. The creation of such a DI-S may not be practicable, and
its subordination (if created) to the comman& charged with collection (DSECC)

B-2
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does not appear to be 1Qgica,1; " Therefore, Alternative #1 would
simply combine the responsibility for policies in the fields of Security
Classification, Investigation and Counterintelligence at the ASD(I) level

with operations retained in the Services. The establishment of a Defense

Investigative Service would be the subject of further analysis,

0

“y

oo - " CONFIDETL

Approved For ReleaSe 2003/08/18 : CIA'—@E’39M00097A000100030006-3



y |
Approved F\o-r Release 20

i

(. -
C " ALTERNATIVE NR 1
ASD(I)
OASD(I)
DSECC _ DIPA
_ NSA S&T CURRENT
e INTEL i | INTEL
\ A ——————r—y
SCA'S
e THREAT
11| ESTIMATES ASSESS-
HUMINT | f A SSES
NATL
PROGRAVS!
SVC TEC -
SENSORE .

03/08/1&: CIA-RDP79M00097A000100030006:3

e we e .v--O-ﬁ.1

]
]
)
1]
[

DIS :

- on o b - —-.--—J

Approved For Release 2003/08/18 : CIA-RRRIFIM00097A000100030006-3

-



e A i 03

PRSP

e Gl B A L

2 e . ind b1

DURTILUINFIRY

Approved For Release 2003/08/18 :«CIA-RDP79M00097A00(51 00030006-3 /

b

L)

’

The_"followingﬂai'é the considerations on Alternative #1_

. On the 'One Hand:

1. Most closely adheres to BRDP recommendations; therefore may be

pohtzcally” desirable. ,

2. Provides a clear and tight management authority through centraliza-

tion at ASD(I) level with a minimum number of subordinate elements reporting

to the ASD(I).

3. Provides DoD intelli'genv_c‘:"e_r "viv:i'gh_'_ﬁ"r’ét’-‘raihié‘ie'b;eé'enta'ticih on the OSD
- .staff since the ASD(I) reports directly to the Secfetary/Deputy Secretary.

‘ 4. Permits resource allocation through centralized planning, pfogrammir
and budgeting management which is integrated with reqxﬁrements analysis and
management.

5. Coordinates DoD position on the USIB,

6. Eliminates ur{desiraﬁle duplic:atien ‘in collection and production
activities, ’ | .

7.. Provides coordinated threat assessment, estirhating and current
intelligence production frem a single management source.

8. Centralizes security classific¢ation, in'vestigation, and 'counter-»
intelligence policy making and-élimin-a.teg current exces-.sive compartmentation

aad duplication. ' / | ' L o o

- CoNFIENTAL
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9. Coordinates technical sensor collection programs under a single
manager and also strengthens central management of technical production

activities,

)

10. Provides a staff capable of developing techniqueé to assess

the usefulness of the intelligence product to the user.

On the Other Hand:

l. Requires additional personnel at ASD(I) level, as well as

at OJCS J-2 level (the latter as a result of :disestablishment of DIA and

-placement of its successor under the ASD(I), not the JCS).

2. Eliminates the Services from traditional role in estimating,
3. Rcmoves Service representation per se on USIB committees,
4. Removes from the Services the management of technical sensor

and technical production activities required in support of the Services'

missions.

5. Removes control of Service cryptologic agencies from parent
service. (However, at the present time NSCID 6 Permits NSA to exercise
OPCON over these agencies),

6. Would create a serzidus imbalance with the majoritf of resources

($ and people) in the DSECC,

. B-5
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7. Subordinates the management of National Programs to an

additional level of management and operational control, (Additionally,

- lowers the resource allocation decision making level within DoD from"’

the Deputy SecDef to the ASD(D)).

. Approved For Release 2003/08/18 : CIA-RDP79M00097A000100030006-3
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Anncx C - Alternative #2

The objective of this alternative is to describe an organization

which is consistent with the majority of BRDP Intelligence Annex recommen-
, ] - /

c
dations yet varies in certain areas. Specifically, the national programs

" would not be subordinate to the DSECC, but would report directly to ASD(I),

and as in Alternative #1, there would not initially'be a Defense Investigative

Service.

Under this concept, the ASD(I) would have full operational control
of DSECC, DIPA and the naticnal programs., The ASD(I) would have both
line and staff responsibilities. The organiigt%on would differ from that in
Alternative #1 in two ways:
(1) The Director, NSA would not also be the Commander DSECC.
(2) The Commander DSECC would not control the national

programs.

\ The ASD(I), as in Alternative #1, would represent DoD on USIB and NIRB,

appointing representatives to USIB committees from subordinate DoD
intelligence activities on a '"best qualified'' basis,

Decisions regarding any changes in re s‘ponsibility for the management
of organic theater intell%gence resources would be made by SecDef upon

recommendations of ASD(I)and the JCS, \

COMALTATIAL
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ALTERNATIVE NR 2
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The following are considerations on Alternative #2.

On the One Hand:

1. As in alternative #1, this alternative:
a. Provides a relatively tight management authority and a manageable
number of organizational elements subordinate to ASD(I). |
b. Provides ---in the ASD(I) ---first rank representation on
the OSD staf.
c. Coordinates DoD position on USIB.
d. Centralizes policies for security and counterintelligence:
e. Proviées an'OASD(I) staff to dgvelols techniques tb assess the
usefulness of the intelligen;:e .produ_'ct to the user. |
f. Eliminates undesirable duplication in collection and production ‘
‘activities,
é. Provides for coorc’linateé threat assessment, estimating and current
intelligence production from a single management source.
h. Coordinates technical sensor colllectioh programs under a single
manager and also strengthens cent;a];_managemeht of technical pri')duction activities

2. Does not creat€ as large ‘an imbalance in resources between

DSECC and DIPA as does Alternative #1, - - )

3

b
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3. Provides for management of national programs from the

rl

OSD level as opposed to a lower level ev1dent in Alternative #1.

On the Other Hand:

1. Eliminates the Services from traditional role in the estimating
process.
2. Removes Service representation on USIB committees.

3. Removes cryptologic agencies, technical sensor and technical

production activities from control of the Services.

4. Could require additiqnal personnel at ASD(I) and 0JCS (J-i)
levels. | |

5. Continues fractionization and diluted management of certain
collection resources since the directoré of specific collection programs

.

would be able to bypass the DSECC.

ara M"t""\}".g )
COMFIDTATAL
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_Annex D - .Alterna.twe #3

Alternative #3 describes an organization which is structured to
achieve _son-;e - but not all - of the BRDP recommendations with a
minimum of upheaval in the immediate time framé..

Conceptually, an ASD(I) would be established whose office would

become a focal point for DoD intelligence. The ASD(I) direction and

control responsibilities would be those recommended in the BRDP Report

and outlined in Alternatives #1 and #2.

Under this alternetive the major dew/;iation f1;om the BRDP Report
is found at lower echelons. The D.SECC and DIPA would not be crea;:ed.
A review of the NSCID's and DoD Directives indicates that the significant
problems highiighted. by the BRDP have not resulted pfrimarily from
organizational deficiencies.’ The situation has been compounded by the
lack of an OSD level manager other than the Secretary/Deputy Secretary.
Therefore, under this alternati&e, NSA and DIA continue to function as
they de now except for the following changes: |

1. ASD(I)is the principal DoD representative to the USIB and

he would appoint - as in the other alternatives - the DoD
committee representatives,

2. NSA's responsibilities in the SIGINT environment will be

explicitly defined by the Secretary.- This would require

a review of existing national and DoD Directives with
subsequent recommendations, :

CONFDENTIAL
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(" | 3. DIA would not report through the JCS to the Secretary
but through the ASD(I). The JCS would then require

internal intelligence-staff support,

4. The DIA charter would be revised to strengthen DIA's
management role which has been acknowledged tacitly
and ignored practically,

As in Alternatives #1 and #2, policy responsibilities for security
classification and procedures (to include special access systems),
investigations and counterintelligence a.ct1.v1t1es .would be ccntered in the
OASD(I) with consideration given to the establishment of the DIS as an
agency reporting to fhe Secretary, through tl:e ASD(1).

The intelligence collection and production functions currently

being performed by the Services will be examined, and as applicable,

( ‘ subordinated to the Director, DIA.

*D-2
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The -following are the considerations on Alternative #3.

On the One Hand:

1.

On the Other Hand: °

Provides rapid implementation of selected recommendations in

the shortest period of time, with a minimum of organizational
uphecaval.

Provides an OSD levelfocal point for intelligence in the position
of the ASD(I)

»

Coordinates DoD position on the USIB,

Reduces unnecessary duplication in collection and production.

Provides coordinated threat assessment, estimating and

current intelligence production from a single management
source,

Coordinates security classification, investigation and counter-

intelligence policy making with a goal of eliminating the current
excessive compartmentation and dupllcatlon.

Strengthens centralized management of technical production activities
within DIA,

Provides a staff capable of developing techniques to assess the

.usefulness of the intelligence product to the consumer. .

1.

2.

Deviates significantly from the BRDP recommendations.

Requires additional personnel at the OSD level, as well as in
the Joint Staff. Corresponding reductions would come from within
the DoD intelligence community.

/
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*  Annex E - Alternative #4

Alternative #4 describes an organization which is structured
substantially the same as that proposed by the BRDP, However, it is
presented as an alternative which would achieve the Panel principal goals
thro'ugh 2 more centralized approach than proposed by the BRDP,

A Under this concept the ASD(I) would be elstablished. The ASD(I)
would be the principal intelligence, counterintelligence and security staff
officer. He would direct all DoD intelligence activities not specifically
declared by the Secretary to be'org.anic to combatant forces, His staff
would, of necessity, be large. He wouid be the DoD representative on
USIB and would appoint r:epresentatives to USIB committees from
subordinate -agencies,

Immediately subordinate would be three intelligence activities:

(1) The Decfense Intelligence Operations Agency (DIOA).
- (2) The Defense Intelligence Production Agency (DIPA).
(3) The Defense Intelligence Support Agency (DISA).

The Defense Intelligence Operations Agency would supervise all
intelligence collection, reconnaissance aad surveillance operations, The
Director would also be the Director, NSA, The Service cryptologic

agencies and technical densor activities would be under the operational

control of the Director DIOA, The directors of the national programs

f A}
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would also be under the operational control of the Director DIOA.,

All intelligence production activities would be subordinate to the
Director, Defense Intelligence Production Agency (DIPA), who would
exercise operational control, The DIPA would provide current
intelligence and production, supp'ort to SecDef, QSD, defense agencies,
JCS, and the Service ACSI's, The Director DIPA would act as the alternate
DoD représen‘cative on USIB. As directed by ASD(I) he would coordinate
collection priorities to satisfy intelligence consumer requirements,

The third agency which Wouid be created under this concept would
be the Defense Intelligence Support Agency. The purposes of this agency
would be to provide common support services to the Defensé intelligence
community, _to be the focal point for all intelligence R&D, and to provide
a headquarters for counterintelligence and éecurity operations. Finally,
the DISA could p-rovidc common technical services in the field of ELINT
analysis, image interpretation, translation, and ADP, Among the common

\

services for which the DISA could be made responsible are the following:
personnel services, intelligence career development programs, pay and
finances, training/schools, computer services, purchasing and contracting,

external contract services, administrative services, communications support,

supply and logistics support, graphic arts support, printing support, security

nll!"! ‘?‘5’ rii.
Pﬂ.‘a i 5 et e ‘
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guard support, security clearances support,’ libraries and publications,

special security support, and transportation ‘services.

n\-'l'\w'r;"\"'—l -%'
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B _',I’hehfo'll‘bw{ng‘ are considerations on Alternative #4.

Oh the One Hand:

1. Provides a clear and tight management authority with a minimum
number of subordinate elements.

4+

2. Eliminates duplication of common support services,

3. Provides an organization for development of intelligence
career planning,

4. Provides central management of resources as well as centralized
‘ matcriel procurement,

5. Provides a.coordinated DoD position on USIB matters,

0. Provides an analysis staff in OASD(I) to cvaluate the value
of intelligence product to DoD consumers,

7. Recduces the resources imbalance between "ecollection" and

"production' agencies by placing many common usage support
items under supervision of an independent agency,

On the Other Hand:

1. The establishment of DISA would be costly and difficult to
implement because of the physical separation of existing
activities which support intelligence organizations.

2. The individual agencies will resist being placed in a position
of depending upon a support agency for services which they
consider essential to their mission.

3. As with other alternatives, the Military Services could be
eliminated from their traditional role in USIB matters and
‘in cryptologic, tech sensor and tech production activities.

4. Subordinates national programs to the lower additional level

\ : of management as in alternative #1.

Sl bi
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Amnex F - Concept Paper - ASD(I)

SUBJECT: ASD (Intelligence)

-‘-Under the provisions of Title 10, United States Code, one
of the authorized positions of Assistant Secretary of Defense is
designated the Assistant Secretary of Defense (Intelligence).
Responsibilities, functions and authorities are prescribed herein,
-The Assistant Secretary of Defense (Intelligence) is the
PrincipalAStaff Assistant to the Secretary of Defense for Inteiligence.
He is also designated the Director, Defense Intelligence to control aﬁd
direct all intelligence activities within the Department of Defense.
-The Assistant Secretary of Defense (Intelligence)/Director
of Defense Intelligence shall perform the following functions:

A, Develop policies and prepare plans fér managing and
organizing all intelligence activities within DoD not specifically
designatc;,d by the §ecretary of Defe\nse as organic to combatant forces,

B. Act as the principal advisor to the Secretary of Defense

for the conduct of all DoD intelligence activities.

C. Establish and direct procedures to review and validate

- DoD requirements for collection, processing, production and dissemination

of intelligence.

Approved For Release 2003/08/18 : CIA-RDP79M00097A000100030006-3
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D. Conduct the review of all DoD Intelligence Programs
and make 1'ecomnlendations to the Secretary of Defensec re.garding the
allocation of resources.

E. Establish ﬁolicies for the conduct of all DoD activities
in the following areas of lthe Security of Classified Information;

(1) Management of the DoD Security Classification

Program;

- (2) Management of the DoD Security Investigation '

Program; and

(3) Management of the DoD Counterintelligence

Program.

F. Coordinate the requirements for research and development

for DoD intelligence and make recommendations to the Secretary of Defense

for allocation of these resources.

G. Establish policies,to develop a professional DoD civil

-~

career intelligence, service; coordinate the development of corresponding
career intelligence specialties within the military departments.

H. Develop long range, intermediate range and short range

DoD intelligence objectives plans,

I. Establish procedures for the assessment of the DoD

intelligence cycle including analysis of the value of the intelligence provided

Approved For Release 20933 ' ﬁ:ﬁf gﬁﬂ%ﬂ)ﬁé?MOOOWAOOM00'030606-3
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to cxternal.recipients of DoD Intelligence,

J. Act as principal representative of the Secretary of Defense

on the USIB, Appoint representatives, as required, on the various

USIB committees from qualified personnel assigned to the various

DoD Intelligence organizations,

K. Represent the Secretary of Defense in all matters

involving intelligence which concern other departments and agencies

- of the National Government, Appoint representatives, as required

to all inter-government intelligence boards, committees, or liaison

C groups.

L. Act as the Department of Defense Representative on "

the National Intelligence Resources Board.

M. .Coordinate DoD position on National Intelligence Estimates

and approve Defense Intelligence Estimate_s as prepared bj the

~

Diregto‘r; bDla., = - T

N. Recommend to the Secretary of Defense in coordination
with the CMO and Secretaries of the military departments those intelligence

collection and production activities which should be designated as organic

to combatant forces,

N AR
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DEFENSE INTELLIGENCE

I. THE TRTELLIGENCE COMMUNITY

The National "intelligence COHNUDlLM consists of the
Depertinents and Agencies of the Government which are responsible
for the collection of information and production of foreign
intci]wgence essential to the security of the United States.

The principal departments and agencices of the intelligence
cot.~uanity are the Director of Central Intelligence (DC)), the
Ce» ral Intelligence Agency (CIA), the Department of State,

% Depertment of Defense (DOD), and the Federal Burecau of

: stication (FBI). It is essential that the activities of
L. o departments and agencies be closely coordinated to assure
¢ cient and effective operation,

The DCI dis responsib1g for the general management and
cocy linetion of the intelligence community, 1n addition to
cerving a5 the Director of CILA, '

The United States Intelligence Board (USIB) is the formal
i ~ument established by the National Secur1ty CounciT (NSCX

Lo odvise and assist the DCI, as he requires, in disch arq rg

his statutory reSp0ﬁ§1b1T1t1es The responsibilities and func-
tic-s of the USIB are set forth in National Security CouncH
Tatelligence Directive (NSCID) No. 1. Its primary responsibility
is "9 achieve an effectively coordinated 1nte111gence community
in ae interest of National Security.

The major. functions assigned in NSCID No. 1 arve:

‘ 1. To establish policies and develop programs for
the guidance of all departments and .agencies concerned.

2. To estabiish appropriate intelligence objeciives,
cooirements and pr1or1t1es.

3. To review the national intelligence effort and
sort to the NSC on its adequacy, integration and gaps identified.

Approved For Release 2003/08/18 CI[? kDP79M00097A000100030006 3

- TOP SEEREY



PO SECRET -

Approved For Release 2003/08/18 : CIA-RDP79M00097A000190030006-3

‘ 4. To make recommendations on -foreign intelligence
matters to approbriate government officials, including particularly
recommendations to the Secretary of Defensc on intelligence matters
within the jurisdiction of the Director, NSA.

5. To develop and review security standards and practices
as they relate to the protection of intelligence and intelligence
sources and methods from unauthorized disclosure.

6. To formulate, as required, policies in regard to
-arrangements with foreign governments on intelligence matters.

The_functions,Qf_US[Bvafg‘performed”thrqugh its 14 committees
and sub-commyttees.” Most 6f the Thalrmen of the USTB committées
and sub-committees are representatives of the DCI, provided from
the National Intelligence Program Evaluation Staff, which supports
him. : o

The Department of Defense "is represented on the USIB by the
Director of the National Security Agency (NSA) and the Dircctor
of the Defense Intelligence Agency (DIA). When DIA was established,
its Director replaced the senior intelligence officers of the three
mititary departments on the USIB; however, they are permitted to
pariicipate in board meetings as observers and to add footrotes
to USIE papers stating their points of disagreement. The military
departments still retain full membership on the committees ang
sub-commitiees of the USIB, There is l1ittle or no coordination
among the Defense representatives ™ and observers 6a the USIB and
they often appear to be working at cross purposes. i

Intelligence requirements at the national level "are determined
in the USIB entireTy by representatives of the intelligence com-
munity. It is not clear that consumers of intelligence outside
the intelT{gence community inake a §ignificant contribution to
FRTS hrocEEe v clLzL 2l ieution

The Board of National Estimates (BNE) is composed of a number
of distinguished men, appointed by the DCI, from industry, the
academic community and the professions. The BNE periodically sub-
mits to USIB a program of proposed production of National Intelli-
gence Estimates (NIEs) for approval. Upon approval, terms of
" reference for cach estimate :are prepared and contributions are
obtained from the member agencies of the USIB. The BNE completes
its evaluation and submits a first draft for coordination with
the member agencies. After revision, the estimate is submitted

' 22 | '
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to the USIB for approval. If any member of the USIB or any of
the senior intelligence officers of the Services disagree with
the estimate, the'dissenting'opiniOns are published as integral
parts of the estimate.  The value of the estimate process is
often destroyed in ‘the coordination - revizion cyclte as "watered-
down COmMpromiscs are accepcted rather than estabTishing "Thé bBasic
document, and Then adding the disagreements.

The National Intelligence Resources Board (NIRB) was recently
established to advise the DCI on needs for intel 1gence resources
to support the U.S. foreign intelligence effort, The members of
the NIRB are the Deputy, DCI, Chairman; the Director, Bureau of
Intelligence and Research, Department of State; and the Assistant
Secretary of Defense for Administration._ '

IT. THE DEFENSE INTELLIGENCE COMMUNITY
A ———

Jhg Defense Intelliagence effort is normally programmed in
iwo major packages: The Consolidated Cryptologic Program (CCP),
with the Director, NSA designated Program Manager; and The
General Defense Intelligence Program (GDIP), with the Director,
DIA designated Program Manager. While the Director, NSA and
Director, DIA are designated Program Managers they do not in
Tact manage the Defense 1hté11igeﬁ€€”€?‘ortl;mTﬁé”kespon§1b11ity
Tor management of The effort is fragmented within and between
the O0ffice of the Secretary of Defense, the Joint Chiefs of
Stait, the Defense Intelligence Agency, the National Securizy
Agency, and the Military Departments. The Program Managers
consolidate the submissions of all participants in the program,
but do _not have control of the budget.. Once money to support
"Lthe approved program 3s allocated to the Services, they may or
may not use it for €S Tntended purposes. ~

From time to time special- programs are established to
develop some hew intelligence resource or capability. 1In such
cases a program manager is designated by the Secretary of Defense
and the program becomes a part of the intelligence community.

A. The 0ffice of the secretary of Defense
B S G S TS

Currently the Assistant Secretary of Defense for Administra-
tion (ASD(A)) is clearly the senior official in the Defense organ-
ization for managing the intelligence effort. On August 1, 1969,
the Secretary of Defense assigned "additional responsibilities
for intelligence" to the ASD(A) and stated:

Approved For Release 2003@@?8 .&HI/&RWQMOOOQ?AOOM0001?0006-3
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“In dwscharg1ng these responsibilities, 7 fully expect
ihq ASD(A) to improve the cffectiveness and efficiency of the
Defense intelligence community. In order to accowmplish this
improvement, he is charged with the following responsibilities:

1. To establish an 1nte111gence resource review .
and decision-making process which will comprise:

‘ a. A mechanism for making comparisons and
appropriate trade-offs between major intelligence activities
and programs so that DOD decision makers can select the most
efficient and effective systems for collecting, processing,
producing and disseminating intelligence. :

b. A Five-Year Intelligence Resource Plan.

¢c. A procedure for identifying and surfacing
major issues of intelligence resource allocation and management.

d. A continuing system for review of intelli-
gence collection requirements balanced against collection resources.

2. To 1mprove intelligence communications among
DOD agenc1es and between the Department of Defense and other
agencies.

3. To evaluate intelligence organizational
relationships, roles and missions.

4, To review security policies and eliminate
“unnecessary classification and compartmentations.”

The ASD(A) has limited his purview, initially, to resource
allocation and has established a review process wherein each
Program Manager is responsible for resource management within
his program. Procedures are worked out whereby each Program
“Manager conducts his review and then reports to the ASD(A). The
ASD(A) then performs a review across all the programs to identify
areas where there is a possibility of duplication or inefficiency.

The "ASD(A) has adopted the Consolidated Intelligence Resources

aformation ;xsfém (LPRIST'as ?r“'Tﬂﬁﬂﬁﬁ?ﬁf”fﬁﬁﬂm?ﬁm§§? TE 1A ;f“

Cross- program revi GW._

s
T2
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The CIRIS ds a modification of ‘an older system called the
Tavyget OrTented Display. 1t is intended to display, by type,
the number and value of resources aimed at collecting intelli-
gence iniormation about a given target. The targets are c¢lassi-
ficd by yeopolitical arca and military activity; e.g., Soviet
strategic missile systems, Warsaw Pact ground forces or Chinese
nuclear capability.

The CIRIS contains only information on intelligence resources
and how tATy are related to targets. It does not include informa-

tion about the nature of the reguirement to coTTect intelligence
information about a target noT aoes T provide an assessment of

the value of the information that is coliected.’

It is not possible to make valid judgments on the proper
allocation of a collection resource to a target without consider-
ing why, and with what urgency, the information is required and
- balancing that against the degree to which the information
collected by the resource satisfies the requirement,

There is a real need to make comparisons and trade-offs

between the major intelligence activities and programs to select

the most efficient and effective systems for colltecting, processing,
producing and disseminating intelligence. Resources should be
allocated to attain a balance in the capability to collect, process
and produce intelligence. If appears at present that collection

capabitities far exceed the capabilities to process and produce.

e

B. The Cryptologic Community

The organizations involved in the signals intelligence
(SIGINT) effort are referred to collectively as the Cryptologic
Community. This community consists of the National Security
ARgency (NSAZ, at its head, and the service cryptologic agencies
(SCAs ). s0 holding membership in this community, though not
generally included in the term, is the SIGINT Committee, with
ils sub-committees,.of the United States InteTTigence Board (USIB).

The current authority for organization and operation of this
community is the National Security Counci) Intelligence Directive
(NSCID) No. 6, effective 15 September 1958, and revised 18 January
~1961. This document provides thé national policy for Communica-
tions Intelligence (COMINT) and Electronic Intelligence (ELINT),
collectively referred to as SIGINT., It defines the responsibilities
of the USIB, Secretary of Defense, NSA, Director NSA, DCI and
Military Departments. 3 . :

- L 25 ,
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C. General Defense Intelligence

General defensc intelligence encompasses the intelligence
acv vities, other than cryptologic, performed by elements of the
Depertment of Defense, primarily the Defense Intelligence Agency
(DIA) and the Military Services. The General Defense Intelligence
“Proaram {(GDIP) is the management tool used to program and manage
the general defense intelligence effort. The Director, DIA is
designated Program Manager and consolidates the submissions of
the Military Departments. .

There is no substantial corps of professional intelligence
officers in the Military Services and no professional intel!ligence
e ~er servvice for civilians in the general defense inteiligence
community. There are no incentives for a military officer to
Gecome an ihntelligence specialist, with the result that military
BT Tets in the inteTTigence - community are filled by a succession
of transient generalists. Civilians become intelligence special-
ists largely on the basis of longevity only. The present Defense
intelligence community with its fragmented responsibilities does-
not provide ah*éﬁvironment}fh‘wﬁfEﬁMa“brdTéEETEWHTMEEhéé% intelli-
gence service can be developed. a . ‘ co §

. | 29 .
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pechanism to solve the-problems presented by the disparate
intelligence estimates being produced and duplticative efforts
being engaged in by the Military Departments.

DIA .is assigned the responsibility for:

: 1. The organization, direction, management, and control
of all DOD intelligence resources assigned to or included within
the DIA.

2. Review and coordination of those intelligence fﬁnctions
retained by or assigned to the Military Departments.

3. Supervision of the execution of all -approved plans,
programs, policies, and procedures for intelligence functions
not assigned to DIA.

4. Obtaining the maximum economy and efficiency in the
allocation and management of Defense intelligence resources.

5. Responding directly to priority rcquests levied upon
the DIA by the United States Intelligence Board.

6. Satisfying the intelligence requirements of the major
components of the Department of Defense.

Its charter reveals that DIA was originally intended to
(1) provide for the assembly, integration and validation of all
Defense intelligence requirements, the policies and procedures
for collection, and the assignment of relative prioritics to the
requirements, and (2) develop and produce all finished intelli-.
gence for the Department of Defense. It was intended that the
Military Departments would retain the resources to collect and
process intelligence information, under the supervision of DIA.

Concurrent with the establishment of DIA, the Directorate
"of Intelligence (J-2) of the Joint Staff was disestablished and
its functions assigned to the Director of DIA. The established
reporting line for DIA was and is through the Joint Chiefs of
Staff to the Secretary of Defense

The pr1nc1pa1 prob]cms of DIA can be summar1zed as. too many
jobs and too many masiers.

g
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Two areas of conflict are apparent. In addition to his
administrative responsibilities as the Director of a Defense
Ngency, the Director of DIA must provide the staff assistance
on 1nioTTTTcnce mattcers to the Sccretavy of Nefense and must
arso’ prov1de the staff assistance on 1nte11lgence matters to
the Joint Chiefs of Staff. On many intelligence itssucs, partic-
UTavrTy piroc¢edural dssues with jurisdictional 1mp11cations, the
positions of the Secretary of Defensce and the Joint Chiefs of
Staff can be and often are diverse. As staff officer and advisor,
to both, the Director of DIA finds. hiﬁEETTanMEn impossible
posxt1on The result can be delays in staff work that in turn

result in unresolved issues of significant moment.

The second arca of conflict is between DIA and the Military
Services. The Director, DIA is charged with preparing the GDIP
and with responsibility to supervise the collection and processing
57 intelligence by the Military Services, specifically by prescrib- -
ing procedures, validating requirements, assigning collection
and production tasks, and reviewing the total intelligence
programs of the Services. Yet, the Director of DIA reports
directly to the Joint Chiefs of Staff, comprised in four~fifths
majority by the Senior Officers of the four Military Services
for whose intelligence programs the Director of DIA 1is charged
with the responsibility to provide coordinated supervision. In
addition, the Scrv1ces determine which officers of what qualifi-
cation are assigned to DIA, and they retain the power of prowotion
“and future assignment over those so assigned. "In consequence, the
“supervision" by DIA of intelligence collection and processing by
the services and 1ts fiscal control and coordination of the Service

nLeTT"gence programs are ThrgeWy 1mpotent '

The M111tary Departments are charged with organizing, train-
ing and equipping intelligence forces for assignment to combatant
commands, and to conduct those 1ntel11gence functions which
peculiarly relate to departmental missions, 1nc1ud1ng the develop-
ment and support of intelligence systems organic to combatant
forces. In addition, each department has retained the responsi-
bility to manage and operate certain types of intelligence activi-
t1es, including counter-intelligence and 1nvest1gaL1ve services,
scientific and technical intelligence, mapping, charting and
geodesy as well as their respective cryptologic agencies.

While the DIA was established primarily to consolidate the
inte111gence activities at Washington level, each Military Depart-
ment currently has a larger -intelligence staf?’fhan it had before

bnc creat1on of’ DIA " Each departmental staff is still engaged in

. 31
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activities clearly assigned to DIA such as intelligence produc-

© tion including the preparation of current intelligence. The
Military Departments justify these activities on the basis that
RIA does hot have the capability to provide the intelligence they
need. It is_interesting that DIA cannot- develop a capability to.
perform 1ts assigned Tunctions, while the Military Departments,
which provide a Targe proportion of BTA personnel, maintain the
requivréd capability and continue to perform the Functions., A
tase in point is the capability to produce intelligence estimates,
Tormovre properly, "threat asscssments), which are crucial to
decisions on Weapons Systems rescarch and development. DIA is
“Tharged with the responsibility, but has never been structured

to discharge it. The Military Departments produce such estimates,
and the Air Force, at least, intends to enltarge its capability.

1. The_intgj1iqence Process

The intelligence process can generally be considered

as consisting of _fi ' i : requirements, collection, proc-
essing, production and dissemination. There is now ng effective
mechanism to effect a proper balance in the allocation of resources
between these various functions, There is some evidence that much
“more information is being collected than can be processed, and
unquestionably, more can be processed than can be used in pro-
duction.

a. Reguirements

In March 1962, shortly after the establishment of
DIA, the JCS issued to DIA a memorandum, entitled: "Actions to
Stirengthen the Intelligence Capabilities of the Unified and
Specified Commands," and.concomitantly, a memorandum to the
Cominanders of each Unified and Specified Commands, entitled:
"Authority to Strengthen Intelligence Capabilities of Commanders
of Unified and Specified Commands." These memoranda directed
that intelligence staffs and attendant intelligence activities
be established. Specifically, an Intelligence Requirements/
Collection Office was directed to be established at ecach Unified
and Specified Command Headquarters which would perform functions
compatible with the requirements and collection functions of DIA.
LA was directed to issue guidance as to policies, procedures,
format and priorities of intelligence requirements to achieve
coeedardization of requirements processing throughout DOD. Require-
s flow would follow command channels to DIA for validation and
Yoy tevy. This action was ghe basis for establishing layers of
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review. In a message of March 1962, from the JCS to the
Commanders of the Unified and Specified Commands, that body
clearly pointed out that the channel for requirements is hetween
BIAL acting for the JCS, and the Unified and Specified Commanders;
and in turn from the Unified and Specified Commanders to their
components.  The original intent of these actions was to take

the staffs and activities from the component commands and move
them one echelon higher, but this did not happen, since.the
Military Department Headquarticers were stil] authorized direct
access to the component commands. : '

Throughout the 1960s, the various intelligence
clenents of the Military bDepartiments complained about the
ivordinate time it takes for a requirement to be validatecc by

DIA. The complaints arc well-founded. The various layers of
review consume time; the merc courier forwarding and administra-
tive handling within each organization adds to the deltay. Addi-
tionally, DIA was given the responsibility to insure that require-
ments were not duplicative, that sufficient research was to be
done to establish that the information was not in existence within
the files of DIA, or other intelligence files within the intelli-
gence community, prior to levying a specific collection require-
meat. Tf the requirement had to be levied on a national agency,
up to six months might pass before DIA was notified of the accept-
ance of that requirement by that national agency. This time span
has now been reduced to an average of about one month.

Another problem has existed concerning the handling
cf collection requirements for scientific and technical intellq-
gence. When DIA was given the responsibility for managemeni of
scientific and technical intelligence, a specific Assistant
Directorship was established and the Directorate took as its
charter the DOD Directive 5105.28, which included the responsi-
bility for the assembly, integration, validation, and assignment
of priorities for all Defense technical intelligence collection
and production requirements. The result was a conflict between.
the Assistant Director for Scientific_and Technical Intelligence
and the Assistant Di¥ector for Collection, from the chiefs down
“through the action officers. This reinTorced the accusation that
the requirements validation process was unreasonably slow, and
that it was difficult to know to whom to direct requirements,
questions, and/or correspondence concerning those requirements.

The requirements process is siow, cumbersome and
ynwieldy. It fOnctions almost entirely within the intelligence
sommunity and s fraught with an unyielding seise of Sovereignty

. 33
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aLoevery level. There does not appear to be an effective
pachanism for poténtial users of intelligence to express their
Teeds.” "The intelligence community must accept its responsibility
TTo function in response to valid consumer requirements and develop
procedures to permit such requirements to be expressed. It is
clcar that the authority and capability to coordinate 1nthT“gence
quUT e, Cotabli1sh relative prioritics, and assign collection .

”TWU W?ﬁﬁﬁé%1on Ttagksto the proper. orgpn1zat10no, 1$ the key. to
,eff1g1ent and effect1ve mandgement “of the intclTigerce process.

b. Collection

The Military Departments own, manage and operate
almost all general Defense intelligence collection resources
except the Defense Attaches, who are assigned from the Services
and managed by DIA. The Departments have developed different
organizational structures for controlling intelligence collection;
however, they have two very important points in common: the senior
inte11igence officer of the Departmental Headquarters has some
degree of operational control; and the intelligence units are
structured in a common chain separate from the operational command
structure. :

"~ The Army has established the U.S. Army Intelligence
Command (USAINTCZ to 1scharge some of the Army's intelligence
responsibilities including all collection, other than that per-
formed by the Army Security Agency. While USAINTC is a major
commund reporting directly to the Chief of Staff of the Arnmy,
the Assistant Chief of Staff, Intelligence, maintains direct
operational control of some of its more sensitive elements.

: The Navy has all of its general defense intelli-
gence resources in the Naval Intelligence Command (NIC). The
Assistant Chief of Naval Operations (Intelligence) 1s-aiso the
Commander, NIC, .

i The Ajr fForce has retained the control of non-
technical sensor intelligence collection in the Departmental
Staff. A world-wide human collection effort is controlled by
the Assistant Chief of Staff, Intelligence, while all the
resources for counterintelligence and investigations are assigned
to the Inspector General. . _

There is no effective mechanism for the allocat1on
of collection resources to assure that needed information is
collected in the most economical manner, consistent with the
urgency of the need. ' 3
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The Dercn e Atomrc . support Aqoncy is the only
Devense Agency, other tnan ODIR, T e sTated Tnteltligence
mission, with the reepons1b111by for the counter-intelligerce
and sccurity mission assoc1atcd with the phy3|ca1 security of
nuclcar weapons.

(1) Personnel Sccurity JInvestigations ‘ 25X 1

Porsonnel securitv jnvecstiagntions are a

¥
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The requlations of each of the Military
Departments make reference to accepting the validity of previous
investications completed by any agency of the Federal Government
which meet the minimum investigative requirements of that partic-
ular Department. For all practical purposes, the Departments
interpret this narFowTy dnd usually do not accept the investiga~
tions of another Department &5 meeting their standards. ~ '

c. Processing
A v,

Most raw intelligence information must be processed
in some way to put it in a form suitable for use by a production
analyst. Each type of information requires its own processing;
e.g., captured documents are translated or SIGINT is processed
by NSA.

The Director, Central Intelligence (DCI) provides
as a service of common interest within the community the National
Photographic Interpretation Center (NPIC) QC). The Director,

NPIC (C), is appointed by the DCI and the member departments and
agencies of the United States Intelligence Board furnish personnel
and support as required. NPIC (C) provides sclective preliminary
interpretation and distribution of imagery interpretation, main-
tains a selective central file of photo data, engages in and
sponsors the development of specialized equipment and makes
recommendations to USIB on any special security controis required.

d. Production

The intelligence production activities of the DOD
can be classiTied into four majoy groups: Curvrepf [ntelligence;
Scientific and Technical Intelligence; Mapping, Charting and
Geodesy (MC&G ), anQ_genera] intelligence production.

The March 1962 memoranda from the JCS to DIA and
{he Commanders of the Unified and Specified Commands mentioned
nreviously also directed that the Unified and Specified Commands
astablish and/or operate activities, except for activities under
service cryptologic agencies, to perform intelligence functions
of common interest. This was amplified and specified in July
1462 by JCS memorandum to establish a current intelligence/indica-
tions function; intelligence production including estimates func-
tion; and target intelligence function. )

[N
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It should be noted at this point that the Military
pBopartments had not yet transferred to DIA their intelligence
nroduction elements. That was done in January, fFebruary and
March 1963. :

The assignment of intelligence production mission

o _the Unified and Spécified Commands directly contradicted the
Function speTled out in the DOD Directive 5105, 217 which egtab-
i1SPCd DIA, that DIA would “"develop, produce, and provide all
T%lense f1n1shed intelligence and supporting data, including

arca analysis, military capabilities, biographic data summaries,
target intelligence, and related publications for the use of all
DOD components...." The JCS further had charged DIA with ensuring
that tq re would be no duplication in the production of intelli-
gence \l)

By 1966, DIA acknowledged the realities of the
situation by issuing the Defense Intelligence Plan which had
been extensively coordinated with the Military Departments and
the Unified and Specified Commands. The purpose of the Plan
was to provide the basis for integrated planning, programming,
and management of Defense intelligence. It delineated the
intelligence responsibilities and relationships of Department
of Defense components and instituted a Department-wide system

for review and analysis of intelligence operations to facilitate
mutua] support and eliminate wasteful dup11cat1on One of the
principles wihich this Plan speliied out was that "intelliigonce
produced at higher echelons must be supplemented by local pro-
duction at lower echelons in order to satisfy particular command
requirements." The Plan further acknowledged that "some degree
~of paraliel and overlapping effort is normal and necessary. The
1 ~imary role of DIA thus shifted from the production of all Defense_

ntelligence to the production of some strategic or that intelTi-

qoncc used at the. JCS]OSU/natwona1 “Tevel. The members of the

JCS, as chiefs of service, stiT1 maintain current intelligence

and estimates capabjlities on their respective staffs to support

their positions vis-a-vis those of DIA.

It should be borne in mind that these actions
were the result of extensive negotiations with the Military
Departments and the Unified and Specified Commands including
component commands. DIA has no d1rect|ve“authority over mi]itary
intelligence activities, but onTy review, coordination, supervisory
and a nebu]ous management authorify. But more and more, DIA has
been pushed 1nto a management role by those very ‘elements which
maintain_ that DIA is 1ncapab10 of producing intelligence to meet
their needs ‘ :

: 38
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: Fach of the Military Departments has continu: d
to strengthen the apab111ty of its staff to produce general
uxU currcent dntelligence. and to supervise the production of
S&7_intelligence and mapp1ng, charting and geodesy (MC&G)
aci v1L1es

EFach Department has a large organization devoted
primarily to MC&G activities: The Army Topographic Command of
the Corps of Engincers; The Naval Oceanographic O0ffice under
the Oceanographer of the Navy; and The Aceronautical Chart aad
Information Center reporting to the Chief of Staff of the Air
Force.

DIA attempts to coordinate these activities to
~eliminate duplication and set priorities for production. However,
DIA coordinates through the intelligence elements of the Depart-
mental staffs, and on]y in the Air Force is the MC&G agency
within the staff purview of the 1nte111gence staff. The Army
and Navy MC&G elements are in agencies which are not a part of
the 1nte]]1gence commun1ty

There appears to be great potential for savings
of personne] and expensive equipment by consolidating these
three agencies 1nto one Defense Map Service with a single command
staff.

: Each of the Military Departments produces S&T
intelligence. The Army has two S&T production agencies; both

subordinate to the Army Materiel Command: The Foreign Science
~and Technology Center reporting to the staff of the Army
~Materiel Command Headquarters; and the Missile Intelligence
Directorate, an element of the Army Missile Command. The Air
Force S&T intelligence production agency is the Foreign Tech-
notogy Division of the Air Force Systems Command. The Naval
Scientific and Technical Inte]11gence Center is an element of
the NIC.

: Both the Army and Air Force agencies are an
integral part of the research and development community and
their efforts are substant1a1]y augmented from research and
development funds. .

DIA has tasking authority over ecach of the Centers
and assigns the specific production tasks to be accomplished with
a specified scope and format. The Targe majority of the require-
ments for S&T intelligence production arise in the research and
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Approved For Release 2003/08’)t1ﬂ E)Clgfe IYI00097A00'0100030006-3

14 9™



.t‘:“".')‘ Al A T8 T ] .
Approved For Release 2003/05/&/‘8 : CEJA:RQHZ IM00097A000100030006-3

deveiopment laboratories of the.Services. DIA reviews the
srdividual requirements and generalizes them so that many
coaurrements will be satisfied by one general product. The
foviiat and scope of the product is aimed primarily at the
Jepartmental or major command staff planners. As a consequence,
it appears that S&T intelligence products do not satisfy the
requireménts of the scientists in the research and development
taboratories, "have no relevance to the managers at 050 level,
and GreTgenéraTTy not used by Departmental and major command .
’“§“‘:“{i .i(.‘ {,‘ . §) 'I a ].] rle' ‘;\'S":‘ N o - T R N i b T )

Jhreat assessments are a type of intelligence
product that are hased on S&T intelligence but are usually
prepbared by an agency other than an S&T intelligence producer.
Any recommendation or decision to develop or produce a weapon
or weapons system should include consideration of the enemy
threat in the time period when the weapons or weapons systems
will be operational. Such recommendations and decisions are

made in the Services and 0SD.

The general defense intelligence community has
not yet succeed®d™ in producing threat assessments which are
dccepted by the research and development community, largely
because each Service tends to sec the threat thaf will advance
The Weapons ov SySTems 1% owns or proposes. There are, of
CdUTsE, many instdfces, SUch ad tHE s¢

so-called “missile gap” of
860, where an intelligence threat assessment has been used to
bring about major weapons decisions.

DDR&E has_established his own group to prepare
threqtdggigssments for use at the 0SD level.

: There is always a danger that intelligence will
be misused when an organization prepares the intelligence assess-

et iiig .

ments that providé a basis for its operating decisions,

e._Dissemination
Siled SN AN S——

The DIA, on a daily basis, disseminates reports
to elements of the DOD intelligence community based on requests
Trom the individual elements. Dissemination of a general nature
is based on statements of intelligence needs compiled by the
Military Departments and the Unified and Specified Commands,
sulk copies are shipped to ;the Military Departments who further
disscminate them to their subordinate clements and component
commands of the Unified Commands. For those products not pro-
duced by DIA, disseminaticn lists are compiled by DIA and furnished
to the producing organization for direcct dissemination.

' R 40 '
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f. Evaluation
P =

. “There is one other function which should be
associated with the intelligence process: evaluation. Dis-
cussions with users and potential users of inteliigence seem
‘to indicate that only a small proportion of the intelligence
bfo&ﬁkéd”ﬁfwﬁéﬁ?uTf“mﬂﬁﬁwaﬁ87V?dudT§'who are familiar with
TCHE DETenseTATET i gence community are critical of its opera-
wiom. Responsible witnesses have told our sub-committee that:

(1) The Defense intelligence community does not
hive an effective mechanism for accomplishing the selective
validation of requirements for intelligence collection or
production; : :

Han can ever be protesIEd or used, much of it is collected
cause the sensor represents an advance in technology without
TEGATd to the need .-for the information;

,(3)‘The human collection activities of the
Services add ]1tt]e“ﬁ?‘ﬁﬁ?hﬁngfto_%hgﬁna@igﬁglw;ggggili§xj

(4) Defense'9ttg;ﬁp§udobmorevharm than good;

(5) The intelligence production analysts are
noi competent to produce a sound, useful product; and

g 4 (6) Once produced, the product seldom reaches
the individuals who need it.

None of these allegations can be either proved
or disproved today, because there 15 0o SUbSTARETAT effort or

Procedure to systematically evaTuate the intelligence process
finthe Defense “intelligence community or 7ts substantive

“output.

D. Special Programs

P
¥

From time to time, special programs are established to
manage the development of some ney collection resource or
capability. Such developments are usually expensive and involve
some degree of cooperdtion with some other agency of Government.
A program of this type is often designated as a "National Program®"
and the Secretary ot Defense is designated Executive Agent for
the Government. As a consequence, the responsibility for such a
program tends to be placed at a relatively high level in the

M
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deacquarters of one of the Miltitary Departments. In dddition,
th» Sceretary of Defense-has established a committee to review
sito o programs and advise him with regard to the allocation of

ivoes to.them.  Some program managers attempt to use the
¢xintence of this commitiee and tho "National" designation of
o "ﬁT“nTﬁm‘Tﬁ'Tvoﬁo YUTDPL]HQ to “the” Kﬁﬁ(ﬂ) New“hcr the

./“s anv amb1gu11y in the reporting 1ines, but many manhours

ara haSLPd in debate and the task of the Secretary's senior

cpres entative is made more difficult. Another effect of

:is type of parochial tactic is that it establishes a fiction ,
et petmeafes the entive sTaff of the program. 1In one parficular
TETHYTEAMTWhTEh wasTsSuUrveyed tor the Pane the Program staff was
ecither ignorant of their responsibi]ities_and reTationships in

the community or deliberately misleading in their statements.

A different type of problem also exists with programs of
this sort. Since they are predominantly concernéd with the
development of a new capability, the management of the program
is usually assigned to a development agency. This is necessary.
and proper for.the development of the capab111ty, however, it
docs not appear necessary that the output of the new ca)dbiTﬁjy
deo Be mandged by Lhe aevoiopnenu agency. Proper sateguards

ip

on a more timely basis than at present.

£. Tactical Inteiiiyence

A1l of the intelligence effort discussed to this point
1s called "strategic" or "national" intelligence. It is the
“intelligence needed for planning and making decisions at the
top Tevels of the Department of Defense as distinguished from
“"tactical” intelligence which is necded by the field commander
foyr use in combat. In large part, the resources required tc
coitect and process the raw intelligence information are identical
for both strategic and tactical intelligence. However, “tactical"
“intellience resources are not specifically identified as such in
the programming Process and are not reviewed or funded in an
1vf5TTngnce program. )

The Military Departments, in fulfilling their responsibility
to develop and support 1nto1Tﬁgane systems organ1c to combat
forces, can develop a significant inteiYigence capabilitfy that
16 managed cxtcrna% to the 1nL0111gence community, For anmpre,
the Nip Torce 4701 system was deveToped to provide early warning

a2
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of .an impending attack against the United States, however,
the sensor system has the capahility to collect many Jthcr
iypes of inteltigence information, but the full capability
Ps onot exp|o1ted

Ihe DOD cannot afford to develop expensive Peqources
!‘TllQaVCij “for "strategic" or "tactical™ 1nte]11gence purnuses,
OV 10 oeveTop extonswve dup11cate Pesources for both. The

Hanaued so that both types of requirements are Cdn1sf1oﬂ a*
thea minimum,cost. The relative priorities of strategic and
taciical needs tend to permit minimum costs with good managc-

ey
IR I PN

There 1s a continuum between peace and general war through
which the priority necds for intelligence tend to shift fror
rrimerily strategic to primarily tactical. The same resources
cen ve used to satisfy both necds by adjusting the application
o{ resources to the changing priority.

In time of peace ovr cold war, the priority is for the most
timely and accurate intelligence at the national (Naqh1naan;

icvel to provide a basis for the best policy and guwdanCﬂ fCP1S10n‘
The field commander should want This T0 Be the ¢ise To insure
hat policy decisions affecting the force structure he might
have to fight with were the best. In this period of cold war,
his principal intelligence need is continuity on strengths and

pesitions of forces which might engage him if fighting erupts.

In time of limited warfare, a localized force commander
nust MaVe The Dest inteliigence to conduct his operations and

the national Tevel needs timely 1nuelligence to formulate nztional

PO i1cy,'1nsure the fighting commander sufficient forces, and best
depioy tTé rema1n1ng forces to meet other commitments.

In time of general war the priority is to provide the fighting
- Torce commander with the 1nte111gence needed to prosecute the war;
're]atlveiy less emphasis is placed on 1ong range policy decisions.

The intelligence resources jintearal to the combatant forces
must be programmed, deve]oped and operated as a part of the Defense
1nTcIT1gence community. At the same time, it is necessary to manage
and operate these resources in a way that assuvres that commanders
at all levels have appropriate access to intelligence information
they need without regard to;ihe Tocation or control of the sensors.
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o Kicommendations

The Pancel recommends that the Defense intelligence
coumunity be restructured LD provide a better management
~LrHelure and to assure the)provision of intelligence, as
required, to the President,]other consumers at the national
tevel and to ald Tevels of the Department from the Sccretary
ov Defense to operating units in the field. The new intelii-
gence structure should: 3

1. Function in regponse to consumer requirements
vor intelligence and provide timely and quality products,
responsive to those requirements, with a proper balance
between collection, processfng, and production activities.

2. Provide a c]ea% chain of command from the President
and the Secretary of Defense to the collection and production
units that will assure the %ime]y flow of intelligence informa-
tion and minimize the injection of bias arising from Service
affiliations, or operational location.

3. Provide for a single individual in the Office of
“he Secretary of Defense who! is -the clearly designated repre-
sentative of the Secretary of Defense to other Departments and
~Agencies of Government for intelligence matters and who is
responsible to coordinate or direct all intelligence activities
within the Dapartment. ! .

4. Provide flexibility for timely development and
distribution of limited, costly resources, both trained per-
seonel and equipments, to meet changing priorities.

5. Provide the proﬁer environment to develop an
~effective and efficient professional intelligence career

: ~sarvice for both military and-civilian personnel.
opecifically, it is recommended that the Secretary of
ci.%  Detvense: -
& [] * .
"t‘&};,bi A . 3
t‘:' ‘-"~*\**%***%*’.‘M’:)ﬁ&**’.\'*\V’k'.H':\‘:’.‘:%\U.’«‘é*\'t%a\*_\%*’k%’k’_l**I.Hkl*&***%*\ﬂ'c&****\***%
Y ' :
$0p“” ;
WY e

o all matlens nolafing L0 AnLelTigeénce, X037

iy : : . .
[ Desdgnate the Deputy Secnretany fon Openraitions Zo
' be hit cqlni ‘ -

PR

T ThrTude Lhe authonety to desianalc Lhose Godiviides To be con-

Ea -2 Cys L L9, GE84
be siuened intelligence acltiviides.
—t = - " e

LV
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2o Eslablial undex whe Pepuly Sechetany gon Openations

wisdstant Secnctany of Defense fon Intelligence (ASD(T1))
e Ahe additional Axtle Of Dinectol of Degense Intelligence
RS T AP LT TDDT wWould Do delegaTod the RelpPoATIBITLTy
Lo nephiesent the Scenedany of Defense with othen Deparntments
i Agenedes of Goveanment gor Intelligence mattens and to
cocsidinaie on o dineet all DOD Lintelligence activifios, ineluding
RO CCONAl PRI WL ER i mandged Ln Lhe TDepailmendt, 4in
coccadance with existing Law and applicable National Sccuniily

Councll and Diiecton of Ceninal Tntelligence VA e cTLVET 7™ "Rinbng
b SPOCLEAC ReZPONELOLLLLies, Lhe ASD(TI)/DDT would:  —-

a. Senve as Lhe Defense nepnesentative on the
¢d States Intelligence Boaid, and appoint, with approvat
e Depuly Seenefany fox Operations, nepresentatives Lo
tehgovernment-wide intelligence committees and beoards.

\)&% ' Oé £
olf

b. -Direct and control alfl DOV intelligence
activities not spectpically designated by Zhe Deputy Secretanry
jon Openations as ohgandic Lo combatant porces.

_ c. flave Zhe authonily zo detegate operation of
ary of these activiiies Which “he “déems necedsany Lo aksunt
prxdmum v xpLoddadldon 0§ DOV nesvuhevs,

o d. Review all pioposed Lntgﬁﬁigencefg&OQaamA,

-meNwd moadLton and evaluafe atl on-goding «ntelligence aciiviiecs and
v make necommendations ia Lhe Depuity Secnetary fon Operations

L with negand 1o allocation of nisbunces”

e. Establish procedures o review and validate
ﬂgﬂu&@ameniéw5g@winip££&gence onoductlon and*cqgﬁqciéangggd,

cvatuate the product against 4] e requirement.

§. Catablish procedurnes for and perniodically
conduct a suystematic evaluation of the Lnieﬂﬂigengg_onocg¢§:: ‘
ddr.dhie Defense intelligence communily. This evalualion should
Anclude an. assessmenst o the wllliZy of ihe Antelligence pro-
ducis“ﬁ%dGZHEd”EEMEUWKKWEEX“FHTZLde“the Defense intelligence
commund i, ' . - :

Approved For Release 2003/058/6?): §éﬁﬁ?}§M00097A000100030006-3
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g. Revdew and: consolddate nequinements fon

peavanel and dcuaLrpmenz AT SUpPPORL 04 LH(G(L(QQHCQ aclivdides,

h. Deuefo poldicies and procedures Lo Anbunc
he protection of Anicffxqencu and of Anfelligence sounrces
ai omediods fnom whacthond el diselosine . TRy WALl {neliude
PRIR L4¢ulk&¢huani and control. of special access systems fon
svrcLLive programs nok already covened by systems Lndtiated
L. lglen authondidy. He will Ainsure Lhat balanced fudgment
3 cpplicd between Zhe need fon 0xp£o¢£a140n and Zhe need 4on
precection, pardicularly necognizing that Zhe balance of this
Haawiionéhip shifts Lhrough the phases of intelligence opera-
Adwins e identiﬁgimg requliemenits and concept formulation;
development, procurement and Amplementation; collection;
processing; production; and dissemdnation.

?f::.’:*k-‘:\"***Y:aﬁ***%**%*****#:**'****9:***’!-'*.***************************

EREE I A RS R R R EEER EEEEREEERE RS R ERER S EEEE R EEAEEREEE S EEE SRR EREREE]

5. Extablish undern Lhe ASD(I)/DDI1:

a. A Defense Secundiily Command [(DSECC) Zo be
corjposed of the palTent Servdce L&UpfOZOgLQ AgencdLes and all
olhen Defense infelligence cbllection activities excepit fox
Zhos'e which have been specl{L£CarLY designated by Zhe Dapuzu
Seenetarny Ton Operations as 5n4ancc Lo combatant fonces. The

WSECC should penfonm fhose phocessing activifies which are
vmuo& Lfﬁxcieni&J asdociated WILR CorLection jacilities. Among
his specdfic nesponsibilities, Lhe Commanden, DSECC would,

unden the dirnecillon of Lhe DDI

(1) Command all Lhose deé&gnaied Defense
Liaelligence coLKect&on and associated processing and neporiing
L aciivities, with al@Ronily 1o delegate admxn&binatave management
sn openational control as he'deems necessany.

(2) Senve as Dinrecton, National Secunity

Acency. g i

: 48
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(3) Insune the most judiclous use of
common sfafd elements between his DSCLCC and NSA.

(4) Tnaure Lhe timely disseminatiocin of
4n(0¢£cqancc inpoamatdion Lo all appropridate Depariments,
Agencdes, Commands on openating undils.

[5) Prepane Lhe Defense Secun&tg Program
gorn those activities forn which he 4s HQAPOHAAbLQ and heview
and oooud<nate Lhe programs o4 Lnie££4Jenc@ collection aclivi-
Lies ongande Lo Lhe cambaian% forces Lo Lnsune maxdmum exploita-
Fion 0f nesources.

b, A Defense Intelligence Production Agency
{0IPA), fo neplace Lhe Defense Inlelllgence Agencly, whose
iinceden would be nesponsible: forn Defense Intfelligence pro-
coodcon except fon those producidion activities specdfically
. ioped o the combatant fonces by the Depuily Secrelanry fon
#pv~@iéoni. Among his specific nesponsdbifiiies, Lhe D&Achon,
vIFh would:

(1) Dineet those 4n£e££4ganae productior
cudiies which have been placed under his purview, with fhe
auiha&&tﬂ to delegaile admindsirative managemenz oh openaitionalk
contnol as he deems necessany.

» {2) Provide curnent intelligence %o desdignazed
Lrdaviduals and organdzationsd.

(3) Provide threal assessiments for all elements
6f DOD, as requdinred.

" (4) Provide findshed intelligence te appro-
priate elemenits of Xthe Department Ln response Lo expressed needs.

(5) Paov&de all DOD Aintellfigence estimatos
ad Anpuié to nat40ma£ estimates as dinected by zZhe DDI,

(6) Manage all Deéenée intelligence produc-
Ldon Anformatlion systems, Lneluding those of the intelligence
activities onganice Zo the combatant fornces, to insure Linten-
opoenabllity and oplimized ihtelligence 6£0w fo and grom all
echelons of DOD. -

o,
(o}
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(7) Pnopano Lhe Defense Tnfelligence
Pesskan don Lhose ac(4u4T&0é unden his dirncetion, and revicew
wind eoordinadle the proghramsiof &HJCKL&QQHCQ production aclivi-
Llvs axagande te combatand fonces Lo Answie maximum exploilatio
Gf acsources., R ‘

';1"1':341'>.’::':>.':***%r%#-*ﬁk#:%%****ﬁ:***=\'=#'~'**%*************%‘:**********f-‘f.’:***
E
|

FERRRARN LR F R KRk kR ***#*%‘****%*****%******’l’*’l**5"********& *E K kR

q. Expand Lhe neéponéLbLKLILQA of the National
Seecundty Agency Lo include {he piocessing, data base main-

"ranca and kengni&ng“p54aﬁ2 ‘infelligence information ak
; 06?5H'Ej”ihe DDT. :

Prr— BRI

LT MA R RN R EERE R k% **&*#%*4-***%***%%***** EEEEEEEEEREEEIEE B3NN

CEE R EREEREEEEEEEEEEEEREE SR ERE RS S EEEEE EEE R R EEEEREEE R FEEEER L NTI T

5. Establish within £he DSECC a undifdied Defense.
Tnvestigative Service nehpohsible fon all personnel secundiily
Lnvesligalions within the DOD and its contracions.

LR R R R R R -k***%*’k»"****%’* **%******‘******************%*%*
K . :
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6, Combine Lhe Aimq Topoghaphic Command, the Naval
Occanographic 0ff<ce and the Aernonautical Chant. and Tnforma-
Loon Cenfoen dnfo a undfled Defense Map Servdice nreponiding Lo
) Lo (& 1.

¢ Seenclany of Defense thiwough the Deputy Seerelany of
vebensce (Management of Resounces).

**u*x**»awxy**s*******a*?*ﬂ
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7. Take -the acilions necessary (a) Lo extend fo zthe

ine Defense Antellfigence lcommunidy Zhe authonity that the
Maddonal

Qccua&iq Agency prdsently has Zo develop a professional
casieen servdce, and (0]

to eﬁfabf&Ah an AnZelligence caircer
ACudLce fon mxk&taau oﬁﬁ&cc&

El

|

|
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